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End users are now seeking to obtain greater value from physical 
security systems such as CCTV to increase operational efficiency, 
artificial intelligence is a key technology to enable clients to do more 
with their systems.

The presentation will provide an overview of Artificial Intelligence, 
how it can be used in IOT Security solutions, how artificial intelligence 
algorithms work and provide some real-life examples of how artificial 
intelligence can be used.

INTRODUCTION TO ARTIFICIAL 
INTELLIGENCE IN IOT



With Juniper Research estimating there to be over 46 billion IoT 
devices being connected to the internet by 2021, cyber-attacks 
against IoT solutions are not going away anytime soon.

The presentation will look into what cyber security is, the most 
common attacks, sectors and countries to be targeted as well as 
some simple ways we can protect ourselves and our devices both at 
home and at work.

CYBER SECURITY 
IN IOT



With the vast majority of crime being committed at night, it’s 
important to have effective CCTV solutions to ensure that 
evidence can be collected to enable security and law enforcement 
professionals to identify and apprehend those involved.

While technological advancements in camera technology are able to 
capture good quality colour images at reducing light levels, dedicated 
cameras that are specifically designed and optimised for low light will 
always provide a superior image at incredibly low light levels.

The presentation will start by defining what low light technologies are 
and why they are important, how they work, key considerations when 
designing for low light environments and  some real-life examples of 
how the technology can be deployed.

LOW LIGHT  
SURVEILLANCE TECHNOLOGY



With people sharing more content than ever on social media 
and online platforms coupled with the ever-increasing quality of 
smartphones and the advent of 5G, the demand for data centre 
capacity is constantly increasing.

In this presentation we look at the key requirements, trends and 
challenges of operating a 21st century datacentre.

The presentation will then look at typical application scenarios and 
analyse the available security options  and how they could be applied, 
finally we explore how security can add value by reducing downtime 
and increasing the efficiency of security staff.

SECURING 21ST CENTURY 
DATA CENTRES



With the advancements in technology and benefits that IP 
communications technology provide, you would be forgiven for 
thinking that analogue is just old legacy technology that isn’t still 
supported and is just waiting to be replaced with IP systems.

Through this presentation, we explore the history history of analogue 
surveillance solutions, discuss the key features and benefits of 
modern analogue systems, how they compare to IP surveillance 
systems and why you might want to consider analogue technology for 
your next security design project.

UTILISING ANALOGUE 
INFRASTRUCTURES



This presentation focuses on how the application of frictionless 
access control measures such as facial recognition can increase 
security, improve efficiency and reduce costly and time-consuming 
business processes.

The presentation will provide an overview of how frictionless access 
control can improve the end user experience, the business benefits, 
and GDPR considerations as well as how to design and deploy flexible 
access control solutions.

FRICTIONLESS 
ACCESS CONTROL



Integrated security systems where different aspects of security such 
as access control, CCTV, intercom and intruder detection are brought 
together using a single user interface and operating platform are now 
commonplace in most organisations and facilities.

Through this presentation, we explore the pros and cons of 
integrated systems, how systems can be integrated, the potential 
security risks that may arise and how to specify an integrated 
solution to ensure that engineers can easily understand the end 
user’s requirements when commissioning the system to ensure the 
system operates as required.

SECURITY SYSTEMS 
INTEGRATION



With over 60 percent of the world’s population expected to be living in 
urban areas by 2030, the way cities are developed and managed will be 
a critical success factor.

Developing “smart” cities are key in enabling cities to cope with this 
rapid urbanisation while balancing the provision and management of 
services provided to residents living in them.

The presentation will start by defining what a smart city is and then 
then look at the different design elements and methodologies that will 
have an influence on the design and technologies used.

The presentation will then  go on to review some of the key challenges 
of developing and living in a smart city, and look at some UK-based 
case studies and real-world applications, as well as the supporting 
technology and international design guidelines and standards.

SMART CITIES
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