Diagram Reference

1. Appearance
   - Indicator: Mounting Bracket
   - Front Panel: TAMPER Sheet
   - TAMPER Button

2. Operation:
   - Beep: LED flashes once.
   - Disarmed: Red LED flashes 3 times.
   - Enrolled: Green LED flashes 8 times.
   - Operation Failed: Orange LED flashes once.
   - Low Battery: Green LED flashes 5 times.

3. Power On:
   1. Remove the four screws on the rear panel.
   2. Press the function button twice on the control panel and then enter the “Hand-Connect” mode to add the security control panel.
   3. Install the security control panel.
   4. Power on the security control panel.
   5. Log in to the APP Store and input “Hand-Connect” to search the mobile client.
   6. Download and install the Hand-Connect app to your phone.
   7. After installing, tap on the client.
   8. Register the client on the APP.

4. Installation:
   - Check signal strength
   - Power on the security control panel
   - Register the Tag Reader via APP
   - Enter control panel address in web page to enter the Web client
   - Connect the control panel and the reader
   - Turn on power

5. Operation:
   - Away Arming
   - Stay Arming
   - Disarming

6. Formatting:
   - Remove the battery.

7. Specification:
   - Dimensions: 170.6 mm x 55.0 mm x 15.5 mm
   - Weight: 55 g
   - Power Supply: 3 x AAA batteries
   - Battery Life: 5 years
   - Humidity: 10% to 90% (non-condensing)
   - Temperature: 20°C to 55°C
   - Operating Voltage: 3.0 Vdc power input

8. Accessories:
   - Screws: use screws in the accessory bag.
   - Batteries: use AAA batteries.
   - Mounting Brackets: use mounting brackets provided.

9. Compliance:
   - FCC Compliance
   - CE Compliance
   - RoHS Compliance
   - EN50131-3:2009

10. Disposal:
    - This product is designed for environmentally friendly disposal.
    - Do not dispose of this product as unsorted municipal waste in the EU.

11. Legal:
    - This product is protected by intellectual property rights, including but not limited to copyrights, patents, and trade secrets. The unauthorized use, reproduction, modification, or distribution of this product or any part thereof may violate these rights and result in significant civil and/or criminal penalties.

12. Warranty:
    - Hikvision provides a warranty for this product. The warranty period is 1 year from the date of purchase. The warranty only covers defects in materials and workmanship. For more information, visit the Hikvision website.

13. Service:
    - For service or support, please contact Hikvision or a certified service provider.

14. Privacy:
    - This product does not collect or transmit any personal data, and it is designed to protect your privacy.

FCC Information:
Please note that changes or modifications not expressly approved by the party responsible for compliance could void the user’s authority to operate the equipment.

FCC Compliance:
This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful interference in a residential installation. This equipment generates, uses, and can radiate radio frequency energy and, if not installed and used in accordance with the instructions, may cause harmful interference to radio communications. However, there is no guarantee that interference will not occur in a particular installation. If this equipment does cause harmful interference to radio or television reception, which can be determined by turning the equipment off and on, the user is encouraged to try to correct the interference by one or more of the following measures:
- Reorient or relocate the receiving antenna.
- Increase the separation between the equipment and receiver.
- Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
- Consult the dealer or an experienced radio/TV technician for help.

FCC Conditions:
This device complies with part 15 of the FCC Rules. Operation is subject to the following two conditions:
- This device may not cause harmful interference.
- This device must accept any interference received, including interference that may cause undesired operation.
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