
Power on the security control panel. Press the function button once and 
then present the tag or trigger tampering alarm. Add the tag reader 
according to the voice prompt. The green LED of the reader will flash 8 
times after being successfully enrolled. 
Note: The distance between the security control panel and the reader should be 
less than 50 cm. 

Enroll the Tag Reader Locally

Register the Tag Reader via APP

1. Check Signal Strength
Press the function button twice on the control panel and then present 
the tag or trigger tampering alarm to enter the check signal strength 
mode.
Strong Signal: Solid green for 3s (interval: 15s)
Weak Signal: Solid red for 3s (interval: 15s)

1. Log in to the APP Store and input “Hik-Connect” to search the mobile 
client.

5. Log in the Hik-Connect and tap the icon “+”  at the upper-right coner of 
the Hik-Connect page to add the security control panel. You can scan the 
QR code on the device rear panel or on the package box, or input the 
device serial No. manually to add the device when the device is in the 
registration mode.
6. After adding the security control panel, tap the arming status icon on 
the right of the security control panel’s name to enter the Partition page.

2. Download and install Hik-Connect to your phone.
3. After installing, tap        to run the client.
4. Power on the security control panel.

7. Tap the “+” icon on the Partition page to add the peripherals. 
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Indicator
Operation:
Armed: Green LED flashes once.
Disarmed: Red LED flashes once.
Formatted: Red LED flashes 3 times.
Enrolled: Green LED flashes 8 times.
Operation Failed: Orange LED flahes once. 
Low Battery: Green LED flashes 5 times.
Display Signal Strength: 
Under the signal strength checking mode: 
Strong Signal: Solid green for 3s (interval: 15s), until the control panel 
exits the signal strength checking mode. 
Weak Signal: Solid red for 3s (interval: 15s), until the control panel exits 
the signal strength checking mode.
No signal: No light.

Formatting
Remove the battery. Hold the TAMPER button and power the reader on at 
the same time. After 5s, the red LED flashes 3 time, which means the 
formatting is completed.

Installation

Operation

2.Loosen the set screw at the bottom of the reader and remove the 
mounting bracket.
3. Fix the mounting bracket on the wall with three supplied screws.
4. Hang the tag reader onto the mounting bracket and tighten the set 
screw. 
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Product Information

Specification
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TAMPER Button
Tampering Alarm: If the tag reader is disassembled, an alarm will 
be triggered.
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CONTROL
PANEL

1. Loosen the four screws on the rear panel.
2. Remove the rear panel.
3. Install four AAA batteries according to the polarity mark.
Note: 1. Do not reverse the polarity of the battery. 2. Indicators light after powering 
on. Low power: Green LED flashes 5 times. Normal power: Solid green for 5s.  
3. Alkaline batteries are recommended.
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2006/66/EC (battery directive): This product contains a battery 
that cannot be disposed of as unsorted municipal waste in the 
European Union. See the product documentation for specific 
battery information. The battery is marked with this symbol, 
which may include lettering to indicate cadmium (Cd), lead (Pb), 
or mercury (Hg). For proper recycling, return the battery to your 
supplier or to a designated collection point. For more information 
see:www.recyclethis.info

This product and - if applicable - the supplied accessories too are 
marked with "CE" and comply therefore with the applicable 
harmonized European standards listed under the RE Directive 
2014/53/EU, the EMC Directive 2014/30/EU, the LVD Directive 
2014/35/EU,  the RoHS Directive 2011/65/EU.

2012/19/EU (WEEE directive): Products marked with this symbol 
cannot be disposed of as unsorted municipal waste in the 
European Union. For proper recycling, return this product to your 
local supplier upon the purchase of equivalent new equipment, or 
dispose of it at designated collection points. For more information 
see: www.recyclethis.info

FCC Information
Please take attention that changes or modification not expressly approved 
by the party responsible for compliance could void the user’s authority to 
operate the equipment.
FCC compliance: This equipment has been tested and found to comply with 
the limits for a Class B digital device, pursuant to part 15 of the FCC Rules. 
These limits are designed to provide reasonable protection against harmful 
interference in a residential installation. This equipment generates, uses 
and can radiate radio frequency energy and, if not installed and used in 
accordance with the instructions, may cause harmful interference to radio 
communications. However, there is no guarantee that interference will not 
occur in a particular installation. If this equipment does cause harmful 
interference to radio or television reception, which can be determined by 
turning the equipment off and on, the user is encouraged to try to correct 
the interference by one or more of the following measures:
—Reorient or relocate the receiving antenna.
—Increase the separation between the equipment and receiver.
—Connect the equipment into an outlet on a circuit different from that to 
which the receiver is connected.
—Consult the dealer or an experienced radio/TV technician for help.
This equipment should be installed and operated with a minimum distance 
20cm between the radiator and your body.
FCC Conditions
This device complies with part 15 of the FCC Rules. Operation is subject to 
the following two conditions:
1. This device may not cause harmful interference.
2. This device must accept any interference received, including interference 
that may cause undesired operation.
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3 Disarming

Model
RF speed 10.0kbps/4.8kbps
RF method Two way communication
RF encryption AES-128
RF frequency 433/868 MHz
RF mudulation 2GFK
RF distance 800 m (open area)
RF power 10 dBm
TAMPER switch 1
Indicator 3 colors: red, green and orange
Buzzer Prompt for tag operation and tampering alarm

Power 3V DC power input

Battery type 4 AAA batteries
Battery life span 5 years in stand-by status
Operation humidity 10% to 90% (no condensing)
Operation temperature -20°C to +60°C (-4°F to +140°F)
Dimension
(W × H × D)

90.78 mm × 90.78 mm × 15.5 mm (3.57" × 3.57"
× 0.61")

Color Black and white
Protection level IP65
Installation Wall mounting

Wireless
module

Interface &
 component

Electrical
& battery

Others

Wireless Tag Reader

Register the Tag via Web Clientc
Enter control panel address in web page to enter the web client. Click 
“User Management - Card - Add” and swipe the tag on the device. After a 
beep, the tag information will appear in the list.

Note: Installation: open area, far away from metal. Wall: soomth surface, 4 times 
the weight of  the device. Screws: use screws in the accessory bag.
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Buzzer
Tampering Alarm: 5 beeps.
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