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Operation via
Client SoftwareTestingPowering OnWiring

                              Network

        Security Control Panel

with Bus Extension Module

                             Quick Start Guide

Connect the keypad, alarm output, trigger, and power cables,with following the figure below. Power down the  control panel
before connecting and disconnecting accessories and peripherals. 

Step 1 Wiring

The keypad registration will be completed in 1 minute after the control panel 
being power on. The system then will complete the start-up and enter the 
properly status of working in 20 seconds.
While the registration is succeeded, the working status indicator of LED keypad will 
turn green.
The display demonstration of LCD keypad after powering on is shown below.

HIKVISION 20XX.XX.XX XX:XX:XX
VX.X.X build XXXXXX

Step2 Powering On
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 The resistance of 2.2KΩsupports 
tamper-proof and non-tamper-proof 
wiring. 
 The resistance of3.3KΩ, 5.6KΩor 
8.2KΩ only supports non-tamper-proof 
wiring.
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Arm/Disarm

Clear Alarm

Test

Activate Device1
1

2
2

Add Device

3

Path: Device Management -> Server -> Online 

Note: You should activate the device for the first usage. 

Path: Device Management -> Server -> Add Device
Input the device nickname, IP address, user name, and 
password, and click Add.
Default Port No：8000
Default Username：admin

For more, please refer to Security Control Panel 
Installation Guide.

For more, please refer to Video Security Control Panel User Manual.

If the system is working properly, the keypad alarm will 

be occurred while triggering the zone.

The alarm Indicator are shown below.

LED Keypad：Channel indicator turns flicking red. 

LCD Keypad：Keypad screen display alarm 

information.

If the system is working properly, the 

arming/disarming operation will take effect.

Enter the command above for disarming when the 

system is in the arming  status.
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Step3 Testing

Arming/Disarming Command： 【User Password】+ #

Buzzer：Rapid beep sound.

Enter the command below to clear the triggered alarm.
【User Password】+【*】+【1】+【#】

Online Device (2)

Add to Client

IP

xx.xx.xx.xx

xx.xx.xx.xx

xxxxxxxxxxxxx

xxxxxxxxxxxxx

xxxxxxxxxxxxx

xxxxxxxxxxxxx

xxxx-xx-xx xx:xx:xx

xxxx-xx-xx xx:xx:xx

8000

8000

Inactive

Active

Device Type Firmware Version Server PortSecurity Start Time

Add all Modify Netinfo Reset Password Activate Filter

Refresh Every 60s

Onlie Device (2)

Add to Client

IP

xx.xx.xx.xx

xx.xx.xx.xx

xxxxxxxxxxxxx

xxxxxxxxxxxxx

xxxxxxxxxxxxx

xxxxxxxxxxxxx

xxxx-xx-xx xx:xx:xx

xxxx-xx-xx xx:xx:xx

8000

8000

Inactive

Active

Device Type Firmware Version Server PortSecurity Start Time

Add All Modify Netinfo Reset Password Activate Filter

Refresh Every 60s

Add Device Modify

Nickname IP

Add

Adding Mode:

Add Offline Device

Nickname:

Address:

Port:

User Name:

Password:

Add Cancel

Export to Group

Set the device name as the group name and add all the 
channels connected to the device to the group.

IP/Domain IP Segment IP Server HiDDNS

Function Description Command 

Programming/ 
Editing Password 

Control Panel 
Programming 

【Installer Password】【*】【0】【#】 

Exit Operation 【*】【#】 
Operator Password 【Operator Password】【*】【0】【#】 

【User No. (3digits)】【#】 
【New Password】【#】 
【New Password】【#】 

Testing Testing 【Password】【*】【6】【0】【#】 
Alarm Center Testing  【Password】【*】【6】【1】【#】 
Project Mode  【Password】【Project】【9】【0】【n】【#】 
Exiting Project Mode  【Project】 or 【*】【#】 

Arming/Disarming Normal(Away)Arming
/Disarming 

【Password】【#】 

Instant Arming 【Password】【*】【7】【#】 
Stay Arming 【Password】【*】【4】【#】 

Function Description Command 

Clearing Alarm Clearing Under 
arming status  

【Password】【*】【1】【#】 

Bypass Bypass Zone（n） 【Password】【Bypass】【n】【n】【n】【#】   

【Password】【Bypass】【n】【n】【n】【#】   

 
【Bypass】【n】【n】【n】【#】 

nnn is the zone No.                                                                                                                             

Keypad Settings Enabling/Disabling 
Keypad Tone 

【*】【5】【1】【#】  

Enabling/Disabling 
Fault Prompt 

【*】【5】【6】【#】 

LCD Backlight Control   【*】【5】【2】【n】【n】【n】【#】 
LCD Backlight 
Disabling  

【*】【8】【#】 

Restore Bypass:Enter Command Under 
the bypass Status

Normally Used Keypad Operation Command

Siren (Connected)：Triggered.


