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COPYRIGHT É2016 Hangzhou Hikvision Digital Technology Co., Ltd.  

ALL RIGHTS RESERVED. 

Any and all information, including, among others, wordings, pictures, graphs are the 

properties of Hangzhou Hikvision Digital Technology Co., Ltd. or its subsidiaries (hereinafter 

referred to be ñHikvisionò). This user manual (hereinafter referred to be ñthe Manualò) cannot 

be reproduced, changed, translated, or distributed, partially or wholly, by any means, without 

the prior written permission of Hikvision. Unless otherwise stipulated, Hikvision does not 

make any warranties, guarantees or representations, express or implied, regarding to the 

Manual. 

About this Manual 

This Manual is applicable to DS-3E1310P-E/DS-3E1318P-E/DS-3E1326P-E. 

The Manual includes instructions for using and managing the product. Pictures, charts, 

images and all other information hereinafter are for description and explanation only. The 

information contained in the Manual is subject to change, without notice, due to firmware 

updates or other reasons. Please find the latest version in the company website 

(http://overseas.hikvision.com/en/).  

Please use this user manual under the guidance of professionals. 

Trademarks Acknowledgement 

and other Hikvisionôs trademarks and logos are the properties of Hikvision in various 

jurisdictions. Other trademarks and logos mentioned below are the properties of their 

respective owners. 

Legal Disclaimer 

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, THE PRODUCT 

DESCRIBED, WITH ITS HARDWARE, SOFTWARE AND FIRMWARE, IS PROVIDED ñAS 

ISò, WITH ALL FAULTS AND ERRORS, AND HIKVISION MAKES NO WARRANTIES, 

EXPRESS OR IMPLIED, INCLUDING WITHOUT LIMITATION, MERCHANTABILITY, 

SATISFACTORY QUALITY, FITNESS FOR A PARTICULAR PURPOSE, AND 

NON-INFRINGEMENT OF THIRD PARTY. IN NO EVENT WILL HIKVISION, ITS 

DIRECTORS, OFFICERS, EMPLOYEES, OR AGENTS BE LIABLE TO YOU FOR ANY 

SPECIAL, CONSEQUENTIAL, INCIDENTAL, OR INDIRECT DAMAGES, INCLUDING, 

AMONG OTHERS, DAMAGES FOR LOSS OF BUSINESS PROFITS, BUSINESS 

INTERRUPTION, OR LOSS OF DATA OR DOCUMENTATION, IN CONNECTION WITH 

THE USE OF THIS PRODUCT, EVEN IF HIKVISION HAS BEEN ADVISED OF THE 

POSSIBILITY OF SUCH DAMAGES. 

http://overseas.hikvision.com/en/
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REGARDING TO THE PRODUCT WITH INTERNET ACCESS, THE USE OF PRODUCT 

SHALL BE WHOLLY AT YOUR OWN RISKS. HIKVISION SHALL NOT TAKE ANY 

RESPONSIBILITES FOR ABNORMAL OPERATION, PRIVACY LEAKAGE OR OTHER 

DAMAGES RESULTING FROM CYBER ATTACK, HACKER ATTACK, VIRUS INSPECTION, 

OR OTHER INTERNET SECURITY RISKS; HOWEVER, HIKVISION WILL PROVIDE 

TIMELY TECHNICAL SUPPORT IF REQUIRED.  

SURVEILLANCE LAWS VARY BY JURISDICTION. PLEASE CHECK ALL RELEVANT 

LAWS IN YOUR JURISDICTION BEFORE USING THIS PRODUCT IN ORDER TO 

ENSURE THAT YOUR USE CONFORMS THE APPLICABLE LAW. HIKVISION SHALL 

NOT BE LIABLE IN THE EVENT THAT THIS PRODUCT IS USED WITH ILLEGITIMATE 

PURPOSES.  

IN THE EVENT OF ANY CONFLICTS BETWEEN THIS MANUAL AND THE APPLICABLE 

LAW, THE LATER PREVAILS. 
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Regulatory Information 

 

CE Mark Warning 

This is a Class A product. In a domestic environment, this product may cause radio 

interference, in which case the user may be required to take adequate measures. 

NOTE: (1) The manufacturer is not responsible for any radio or TV interference caused by 

unauthorized modifications to this equipment. (2) To avoid unnecessary radiation 

interference, it is recommended to use a shielded RJ45 cable. 

 

FCC Statement 

This equipment has been tested and found to comply with the limits for a Class A digital 

device, pursuant to part 15 of the FCC Rules. These limits are designed to provide 

reasonable protection against harmful interference when the equipment is operated in a 

commercial environment. This equipment generates, uses, and can radiate radio frequency 

energy and, if not installed and used in accordance with the instruction manual, may cause 

harmful interference to radio communications. Operation of this equipment in a residential 

area is likely to cause harmful interference in which case the user will be required to correct 

the interference at his own expense. 

This device complies with part 15 of the FCC Rules. Operation is subject to the following two 

conditions: (1) This device may not cause harmful interference, and (2) this device must 

accept any interference received, including interference that may cause undesired operation. 

The manufacturer is not responsible for any radio or TV interference caused by unauthorized 

modifications to this equipment. 

Caution!    

Any changes or modifications not expressly approved by the party responsible for 

compliance could void the user's authority to operate the equipment. 

NOTE: (1) The manufacturer is not responsible for any radio or TV interference caused by 

unauthorized modifications to this equipment. (2) To avoid unnecessary radiation 

interference, it is recommended to use a shielded RJ45 cable. 

 

IC 

CAN ICES-3εAζ/NMB-3εAζ  
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Safety Instruction 

These instructions are intended to ensure that user can use the product correctly to avoid 

danger or property loss.  

The precaution measure is divided into ñWarningsò and ñCautionsò 

Warnings: Serious injury or death may occur if any of the warnings are neglected. 

Cautions: Injury or equipment damage may occur if any of the cautions are neglected. 

 Warnings 

 Proper configuration of all passwords and other security settings is the responsibility of 

the installer and/or end-user. 

 In the use of the product, you must be in strict compliance with the electrical safety 

regulations of the nation and region. Please refer to technical specifications for detailed 

information. 

 Input voltage should meet both the SELV (Safety Extra Low Voltage) and the Limited 

Power Source with 100~240 VAC or 12 VDC according to the IEC60950-1 standard. 

Please refer to technical specifications for detailed information. 

 Do not connect several devices to one power adapter as adapter overload may cause 

over-heating or a fire hazard. 

 Please make sure that the plug is firmly connected to the power socket.   

 If smoke, odor or noise rise from the device, turn off the power at once and unplug the 

power cable, and then please contact the service center.  

  

 

 

Warnings Follow these safeguards to 

prevent serious injury or death. 

Cautions Follow these precautions to 

prevent potential injury or material damage.  
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Preventive and Cautionary Tips 

Before connecting and operating your device, please be advised of the following tips: 

Å Ensure unit is installed in a well-ventilated, dust-free environment. 

Å Unit is designed for indoor use only. 

Å Keep all liquids away from the device. 

Å Ensure environmental conditions meet factory specifications. 

Å Ensure unit is properly secured to a rack or shelf. Major shocks or jolts to the unit as a 

result of dropping it may cause damage to the sensitive electronics within the unit. 

Å Use the device in conjunction with an UPS if possible. 

Å Power down the unit before connecting and disconnecting accessories and peripherals. 

Å A factory recommended HDD should be used for this device. 

Å Improper use or replacement of the battery may result in hazard of explosion. Replace 

with the same or equivalent type only. Dispose of used batteries according to the 

instructions provided by the battery manufacturer.  
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Thank you for purchasing our product. If there is any question or request, please do not 

hesitate to contact dealer. 

The figures in the manual are for reference only. 

This manual is applicable to the models listed in the following table. 

Model Description 

DS-3E1310P-E 8+2G Web Smart PoE Switch 

DS-3E1318P-E 16+2G Web Smart PoE Switch 

DS-3E1326P-E 24+2G Web Smart PoE Switch 

Conventions 

Typographical conventions in this User Manual:  

Item  Presentation Example  

Button  Shade 
ñClick the Save buttonò can be simplified as ñClick  

Save ò. 

Menu  Bold ñThe menu Basicò can be simplified as Basic.  

Continuous Steps > Click Wireless > Basic  

Symbols in this User Manual: 

Item  Meaning  

Note 

This format is used to highlight information of importance or special interest. 

Ignoring this type of note may result in ineffective configurations, loss of data 

or damage to device. 

Tip 
This format is used to highlight a procedure that will save time or resources. 
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1 Device Login 

1.1 Login 

The switch has the function of Web administration. Based on the function, administrators 

could manage and maintain it in an intuitive way. 

The first access to the switch allows you to enter the Web administration page through a 

web browser by the default login info. The default info of Web login includes: 

Login info Default settings 

IP address 192.168.0.1 

Username admin 

Password admin 

Log in to the Web administration page: (suppose that the login info is default) 

1. Use an Ethernet cable to connect a computer and the RJ45 port of the switch; 

2. Set the local IP address as ñ192.168.0.Xò (X is 2~254), sharing the same network 

segment with but different from the IP address of the switch. Subnet mask is set as 

255.255.255.0;  

 

3. Launch a web browser, input IP address of the switch ñ192.168.0.1ò, and then tap Enter 

on the keyboard;
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4. In the Web administration page, input ñadminò for username and password respectively, 

then click  Login . 

 

5. Upon entering into the Web administration page, you can review or modify configuration 

of the switch.  

 

Tip 

The Web administrations of 8/16/24-Port 10/100Mbps + 2 Gigabit Web Smart PoE Switches 

are similar, with just a little difference in port numbers. We take 24-Port 10/100Mbps + 2 

Gigabit Web Smart PoE Switch as an example. (Model: DS-3E1326P-E). 
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1.2 Logout 

Click Logout at the top right corner of the web administration page and you will safely exit 

the page. 

 

1.3 Layout Introduction 

The Web administration page is totally divided into three parts: the first and second-level 

navigation bar, the third-level navigation bar, configuration zone, as shown below: 

 

  

Click to  safely exit the 

page.  

1 

2 

3 
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S/N Name Description 

1 

The first and 

second-level 

navigation bar 

The navigation bar takes advantage of navigation tree to arrange 

Web function menu. It is very easy for users to select the function 

menu. The selected functions will be displayed in the navigation 

zone.  
2 

The third-level 

navigation bar 

3 
Configuration 

zone 
It is designed for users to configure and review the device. 

Tip 

Clickat the top right corner and you can get a view of brief introduction of the page 

settings. 
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2 System Administration 

System Administration consists of five parts: System Info, User Management, Reset, 

Reboot, and Firmware Upgrade. 

2.1 System Info 

Here you can see the basic info of the switch, and configure the IP address or MAC aging 

time. 

Click Administration to enter page. 

 

Parameter Description: 

Item Description 

Software Version Display version info and release time. 

Hardware Version Display hardware version info. 

MAC address Display MAC address of the switch. 
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Item Description 

VLAN 

Management 

When VLAN mode is 802.1Q VLAN, the management VLAN of the 

switch is 1 and unavailable to be modified. 

Note 

The switch only can be visited when the computer is connected to the 

management VLAN port member (PVID of the port is 1). 

Device Name 
The model of the device, e.g, the name of 24-Port 10/100Mbps + 2 

Gigabit Web Smart PoE Switch is ñDS-3E1326P-Eò. 

DHCP Client 

Enable/Disable DHCP client function. 

Å Enable: The switch will automatically acquire IP address, subnet 

mask and gateway from the DHCP server. 

Å Disable: Manual settings are required for IP address, subnet mask 

and gateway to manage the device and connect to the Internet. 

Note 

When DHCP Client is enabled, you must check the switchôs IP address 

from DHCP server before your next access to the Web administration 

and use this IP address to login. 

IP address 

The IP address of the switch. The default one is 192.168.0.1 and can be 

modified when DHCP client is disabled. 

Also, it is the management IP address of the switch which can be used 

to log in to the Web administration. 

Note 

Once IP address is altered, it is necessary to change the IP address of 

the governing computer to keep its network segment consistent with that 

of new one. And only the new IP address can be used to log in to the 

Web administration.  

Subnet Mask 
The subnet mask of the IP address. The default one is 255.255.255.0, 

and can be modified when DHCP client is disabled. 

Gateway 
It is the gateway address of the switch by default. It can be modified 

when DHCP client is disabled. 
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Item Description 

MAC Aging 

Time 

It is the dynamic MAC aging time and suggested to keep the default 

value ñ300sò. 

Tip 

Less aging time will drive the dynamic MAC address table to refresh 

more frequently and destination addresses in the received data 

packages cannot be found. As a result, the switch is only capable of 

broadcasting these Packages to all ports, at the price of damaging the 

switch performance. 

Much aging time will force the dynamic MAC address table to save up 

more stale addresses until it uses up all address tables. Eventually, the 

switch fails to refresh them upon changing network. 

2.2 User Management 

Click User Management and you can modify the login User Name and Password, thus to 

prevent unauthorized users from accessing to the Web administration to change settings 

and bring about negative effects on your network. 

Click Administration > User Management to enter the page below. 

 

Configuration Steps: 

1. User Name: The character size is 1~15, only made up of letters, digits and underlines, 

and is started with a letter; 
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2. Password: The character size is 1~15, only made up of English letters, digits, underlines 

and hyphens; 

3. Confirm Password: Enter the password once again; 

4. Click   OK  . 

The switch will reboot automatically when new user name and password are created. The 

new user name and password are required for the next access to the Web administration. 

2.3 Reset 

The function of reset is available when you want to clear all configurations and restore the 

switch to factory default settings. 

Click Administration > Reset to enter the page below. 

 

In case of forgetting IP login address or user name/password, you can use the RESET 

button to reset the switch. The procedures are shown below: 

1. Under power-up state, use a needle-shaped object to press the RESET button on the 

front panel of the switch for 6 seconds; 

2. Wait for about 20 seconds until RAN LED is blinking again. 

Tip 

Upon resetting the switch IP address is ñ192.168.0.1ò, user name and password are both 

ñadminò. 

2.4 Reboot 

Reboot the switch to release partial cache, remove unwanted messages, thus to keep it 

running freely. Sometimes, reboot the switch to solve some problems such as deadlocks, 
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inability to access to the Web administrator page. 

Click Administration > Reboot to enter the page below. 

 

Note 

During reboot, please note that powering off will damage the switch. 

2.5 Firmware Upgrade 

Go to HIKVISION official website http://overseas.hikvision.com/en/ to download the latest 

firmware corresponding to the switch for more value-added functions and more stable 

performance. 

The login password is required to enter prior to firmware upgrade (the default login 

password is ñadminò). 

Click Administration > Firmware Upgrade to enter the verification page of firmware 

upgrade. 

 

http://overseas.hikvision.com/en/
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How to upgrade software: 

1. Go to http://overseas.hikvision.com/en/ to download the latest upgrading file 

corresponding to the switch to the local computer; 

2. Log in to Web administration page, then click Administration > Firmware Upgrade to 

enter the verification page of Firmware Upgrade; 

3. Input the login password of the Web Administration in the input box after ñPasswordò, 

then click   OK  ; 

4. In the pop-up dilalog box, click   OK  ; 

 

Note 

During upgrade, please note that powering off will damage the switch. In case of abrupt 

power outage, please re-upgrade it; if unable to access to the Web Administration after the 

outage, please contact the technical support for maintenance. 

5. In the pop-up Firmware Upgrade page below, click  Choose file  to select an upgrade 

file from the local computer and load it; 

6. Click  Update ; 

7. In the pop-up dialog box, click  OK ; 

 

http://overseas.hikvision.com/en/
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Note 

No interrupting. Wait for the button  OK  to appear and click  OK  when it turns 

highlighted. Otherwise, upgrade it again. 

8. A progress bar is shown. When no progress is left for the progress bar, wait for the 

following page to appear and upon the button  OK  turning highlighted, click  OK . 
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3. Port Management 

Port Management covers four parts: Port Configuration, Port Mirroring, Statistics, and Rate 

Limit. 

3.1 Port Configuration 

Here you can check and set the basic parameters of all ports. Click Port Management to 

enter the page below. 

 

Parameter setting specification: 

Item Description 

 
Check the box in front of the corresponding port number to select that 

port. Check the box at the top to select all of the ports. 

Enable/Disable 

Enable/Disable the port. 

· Enable: Enable the forwarding function of the selected port. 

· Disable: Disable the forwarding function of the selected port. 



Port Management 

- 13 - 

Item Description 

Enable/Disable 

(Continued) 

Note 

Only when a port is enabled can it forward data properly. Disable an 

unused port, reopen it when needed, to reduce the power consumption. 

Speed/Duplex 

Select the transmission speed and mode of the port. 

FDX refers to Full Duplex, meaning that the port can receive and send 

messages at the same time; HDX refers to Half Duplex, meaning that 

the port can either receive or send messages at the same time. 

Port G1/SFP1 and G2/SFP2 support 1000M/FDX and Auto-negotiation; 

other ports support 10M/FDX, 10M/HDX, 100M/FDX, 100M/HDX and 

Auto-negotiation. 

When the switch is being linked with the terminal network equipment, 

make sure of the speed and duplex according with the two ports to keep 

nice communication. 

Generally, to keep the default setting Auto.The transmission speed and 

mode will be determined by the auto-negotiation of the local port and the 

terminal port. 

Priority Select the port priority when setting QoS. 

Flow Control 

Enable/disable the flow control function of the selected port. 

When the flow control of the switch and the terminal equipment are all 

enabled, if some port congestion of the switch occurs, the port will send 

the pause frame to the terminal equipment that will be suspended to 

send data after receiving the pause frame; meanwhile, when one port of 

the switch receives a pause frame, the port also will be paused to send 

data. 

By default, the port flow control is enabled. 

Note 

Enable the flow control to avoid the data packet loss caused by the 

inconsistency of the sending and receiving rate. Yet that will also affect 

the communication rate of the data source port and other facilities. 

Please be careful with this function when linking the network port. 
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Item Description 

Storm Control 

Enable/disable the broadcasting storm control function of the selected 

port. By default, the storm control is disabled. 

Broadcast storm means that the broadcasting frame quantities are 

soaring up due to the continuous transmissions, which brings negative 

effect on the communication, degrades the system performance and 

even results in breakdown of the network. 

While enabling the storm control, the switch will discard the excessive 

broadcasting messages as the broadcast traffic on the port exceeds the 

limited value (2000pps), thus reducing the proportion of the broadcast 

traffic to the limited range. 

Address 

Learning 

Enable/disable the address learning function of the selected port. 

While enabling the address Learning, if no corresponding MAC address 

in the MAC address table as the switch receives the data package, it will 

broadcast this package to all ports. The switch will record the 

corresponding MAC port to the MAC table when the destination host 

returns some information from one port. 

The MAC address table keeps the system port corresponding with the 

MAC address of the host linking with that port. 

Tip 

While enabling the function MAC Binding, the MAC address learning 

function of this port will be automatically disabled. 

Parameter description of the display listχ 

Item Description 

Port Display the port number. 

Link State 
Display the actual speed and duplex, if not connected or linked failure, it 

will be shown as ñ---ò. 

Speed/Duplex Display the current speed and duplex of the port. 

Priority Display the priority of the port. 

Flow Control Display the enable/disable state of the port flow control. 

State Display the enable/disable state of the port. 
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Item Description 

Storm Control Display if the storm control function of the port is enabled. 

Address 

Learning 
Display if the address leaning function of the port is enabled. 

3.2 Port Mirroring 

3.2.1 Overview 

The function of port mirroring provided by the switch realizes the data duplication from one 

or several ports (the source ports) to the specified port (the mirroring destination port). The 

data monitoring equipment connected with the destination port enables the network 

administrator to monitor the traffic, analyze the performance and diagnose the fault 

real-timely. 

Ē The Basic Concept of Port Mirroring 

1. Source Port 

As the ports monitored, users are allowed to monitor and analyze the message passing 

through the source port. All messagesô monitoring can be achieved on the condition that the 

source port is set as a routed port (i.e. the port accessing to the Internet). 

2. Mirroring Destination Port 

The mirroring destination port, called monitor port as well, monitors and analyzes the 

messages by forwarding the received ones to the data monitoring equipment. 

The speed of mirroring destination port is bound to be not less than all the source ports 

combined. 

3. Sniffer Mode 

Three kinds of mirroring port directions are listed below. 

· Ingress: The mirroring is specific to the messages received through the source ports. 

· Egress: The mirroring aims at the messages sent by the source ports. 

· Egress & Ingress: The mirroring aims at messages both received and sent by the 

source ports. 

Tip 

The duplication of the same data flow is processed only once by the switch. For example, a 

data flow sent by port 2 and received by port 1 will be mirrored only once to the mirroring 

destination port. 
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Ē The Port Mirroring Type Supported by the Switch 

The series of HIKVISION Smart PoE Switches only support local port mirroring, which 

means the source ports and destination port are on the same switch. 

3.2.2 Port Mirroring Configuration 

Click Port Management > Port Mirroring to enter the page below. 

 

How to configure port mirroring: 

1. Mirroring destination port: Select a port as the destination port; 

2. Mirroring state: Check corresponding boxes to make the ports as source ports; 

3. Sniffer Mode: Select the direction; 

4. Click   OK  . 

Parameter Description: 

Item Description 

Mirroring 

Destination 

Port 

Select the mirroring destination port of the switch. The blank is perceived 

to close the mirroring function. 

The bandwidth of the sole mirroring destination port is supposed to be 

more than or equal to the sum of source ports. 
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Item Description 

Mirroring 

Destination 

Port 

(Continued) 

Note 

 ̧ The same port is not allowed to be set as the destination port and the 

source port at the same time. 

· The source ports can be set after the mirroring destination port is set. 

· The mirroring destination port should be excluded from any 

aggregation group. 

· Once STP function is enabled, any port cannot be set to mirroring 

destination port. 

Sniffer Mode 

Select the mirroring direction; otherwise, it is regarded as the disabled 

mirroring function. 

· Ingress: Copy the data received by the source ports to the destination 

port. 

· Egress: Copy the data sent by the source ports to the destination port. 

· Egress & Ingress: Copy both the data received and sent by the source 

ports to the destination port. 

Note 

Package loss arises supposing that the sum of the bandwidth of the 

source ports is greater than that of the mirroring destination port. 

Source Port 

Display the port of the switch. 

Tip 

The port selected as a mirroring destination port is prohibited to be a 

source one simultaneously. 

Mirroring 

State 
Select the source ports of the switch. 
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3.2.3 Application Scenarios 

Networking Demand 

The following is an enterprise userôs network environment. 

Å Division 1 accesses switch C through port 1. 

Å Division 2 accesses switch C through port 2. 

Å The server is connected to the port 3 of the switch C. 

Demand: The monitoring of the messages received and sent by division 1 and division 2 is 

expected to be implemented through the server. 

Networking Analyses 

Specified as follows, the demand is realized by making use of the port mirroring. 

Å Port 1 and port 2 are selected to be the source ports of mirroring with ñEgress & 

Ingressò. 

Å Port 3 connected with the server is set as the mirroring destination port. 

Networking Diagram 

 

Configuration Steps 

1. Log in to the Web administration page of the switch C, then click Port Management > 

Port Mirroring to enter the setting page; 

2. Mirroring Destination Port: select ñ3ò; 

3. Mirroring State: Check the source port 1 and 2; 

4. Sniffer Mode: Select ñEgress & Ingressò; 

5. Click   OK  . 
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3.3 Port Statistics 

Here you can check and clear the data flow statistics of all ports.  

Click Port Management > Statistics to enter the page below. 

 

Buttons: 

 Clear the statistics in the current page and collect statistics again. 

 Refresh the statistics in the current page. 
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Parameter Description: 

Item Description 

Statistics Mode 

Select the statistics mode. 

Å TX & RX: Display the number of data packages transmitted and 

received by the port. 

Å Collision & TX: Display the number of data packages conflicting 

and transmitted by the port. 

Å Drop & RX: Display the number of data packages discarded and 

received by the port. 

Å CRC Error & RX: Display the number of data packages after CRC 

testing and received by the port. 

3.4 Rate Limit 

Here you can set the Tx Rate and Rx Rate of Downlink Ports.  

Click Port Management > Rate Limit to enter the page below. 

 

Buttons: 

 
Clear all sets of Rate Limit. All ports receive and transmit the data frame in 

an actual link speed. 
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Parameter Description: 

Item Description 

Tx Rate (bps) Set the data transmitting rate of the selected port. 

Rx Rate (bps) Set the data receiving rate of the selected port. 

 
Check the box in front of the corresponding port number to select that 

port. Check the box at the top to select all of the ports. 

Parameter description of the display listχ 

Item Description 

Port 

Check the box in front of the corresponding port number to set the rate 

limit. 

The rate limit is only available for the downlink ports, not available for the 

uplink ports (G1/SFP1, G2/SFP2). 

Tx Rate (kbps) 
Display the transmitting rate limit of the port. ñ--ò shows that the port will 

transmit the data in an actual link speed. 

Rx Rate (kbps) 
Display the receiving rate limit of the port. ñ--ò shows that the port will 

receive the data in an actual link speed. 

Link Speed 
Display the negotiated link speed of the port. If not connected or 

negotiated failure, it will be shown as ñ---ò. 
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4 Link Aggregation 

4.1 Overview 

Link Aggregation means that multiple physical ports are aggregated to a logical group. At 

the same group, multiple physical links are regarded as one logical link. Link Aggregation 

makes the load sharing among the ports of the aggregation group possible, which will 

expand the bandwidth. Meanwhile, the dynamic replication exits among the ports of the 

same aggregation group, which will improve the link reliability. 

At the same group, all ports settings shall be accordant, including STP, VLAN, Address 

Leaning and Port Management. Detailed specifications are as belowχ 

Å At the same group, the STP (State, Priority, and Path Cost), VLAN (PVID, Tag 

Processing Policy) and Port (Enable/Disable status, Speed/Duplex, Priority, Flow 

Control, Storm Control, Address Learning) shall be consistent in configuration. 

Å For the ports at the aggregation group, following function settings are not available: 

Static Port MAC Address Binding, Mirroring Destination Port. 

Å The port which has enabled the mirroring destination port is not allowed to join the 

aggregation group. 

4.2 Link Aggregation Configuration 

Click Link Aggregation to enter the page below. 
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Parameter Description: 

Item Description 

Aggregation 

Algorithm 

Select Aggregation Algorithm. 

Å Port ID: All member ports of the group fulfill the load sharing based on 

the Port ID of the receiving data. 

Å SMAC: All member ports of the group fulfill the load sharing based on 

the Source MAC Address of the receiving data. 

Å DMAC: All member ports of the group fulfill the load sharing based on 

the Destination MAC Address of the receiving data. 

Å SMAC & DMAC: All member ports of the group fulfill the load sharing 

based on the Source MAC Address + Destination MAC Address of the 

receiving data. 

Aggregation 

Group 
Display the number of the aggregation group. 

Member 

Ports 

Display the ports that can join the aggregation group in the switch. Check 

the box right after the corresponding port number to select that port. 

Status Enable/Disable the aggregation group. 
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5 Network Extension 

HIKVISION Web Smart PoE switch series offer you the Network Extension, which can 

extend the data transmission and PoE Power Distance of the Downlink Ports to make 

network deploy more convenient. 

The port link speed will be automatically negotiated to 10Mbps once the Port Extension is 

enabled, at this time, if using the CAT5E cable or above, the data transmission and PoE 

power distance can break 100 meters and reach 250 meters. 

Note 

Please ensure the terminal device port Speed and Duplex as ñAuto-negotiationò to avoid link 

negotiation failure when enabling the Port Extension. 

Click Network Extension to enter the page below. 

 

How to enable (or disable) the Port Extension: 

1. : Check the box in front of the corresponding port number to select that port; 

2. Network Extension: Click the pull-down menu to select to ñEnableò (or ñDisableò) the Port 

Extension; 

3. Click   OK   to end the setup.
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Parameter Description: 

Item Description 

Network 

Extension 
Enable/Disable Network Extension function of the selected ports. 

 

Check the box in front of the corresponding port number to select that 

port. Check the box at the top to select all of the ports. 

Tip 

Once a portôs Network Extension function is enabled, the port only 

supports 10Mbps Full/Half Duplex communication. 

PoE Port Display the number of the port which can support PoE power. 

PoE Power 

Distance 
Display the enable/disable status of the PoE Power Distance. 

Link Status 
Display the Speed and Duplex of the port. If not connected or negotiated 

failure, it will be shown as ñ---ò. 

 










































































































