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Hangzhou Hikvision Digital dfeology Co., Ltd. or its subsidiaries (hereinafter referred to be
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permission of Hikvision. Unless otherwise stipulated, Hikvision does not make any warranties,
guarantees or representations, express or implied, regarding to the Manual.

About this Manual

This Manual is applicable Ranic Alarm Master Station.

The Manual includes instructions for using and managing the product. Pictures, charts, images and

all other information hereinafter are for description and explanation only. The information
contained in the Manual is subject to change, without notice, due toviiare updates or other
reasons. Please find the latest version in the company website
(http://overseas.hikvision.com/er)/

Please use this user manual under the guidance of professionals.
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Legal Disclaimer
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NONINFRINGEMENT OF THIRD PARTY. IN NO EVENT WILL HIKVISION, ITS DIRECTORS, OF#
EMPLOYEES, OR AGENTS BE LIABLE TO YOU FOR ANY SPECIAL, CONSEQUENTIAL, INCIDE
INDIRECT DAMAGES, INCLUDING, AMONG OTHERSESAOR LOSS OF BUSINESS PROFITS,
BUSINESS INTERRUPTION, OR LOSS OF DATA OR DOCUMENTATION, IN CONNECTION WI
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PROVIDE TIMELY TECHNICAL SUPPORT IF REQUIRED.

SURVEILLANCE LAWS VARY BY JURISDICTION. PLEASE CHECK ALL RELEVANT LAWS
JURISDICTION BEFORE USING THIS PRODUCT IN ORDER TO ENSURE THAT YOUR USE CC
THE APPLICABLE LAW. HIKVISION SHALL NOT BE LIABLE IN THE EVENT THAT THIS PROI
USED WITH ILLEGITIMATE PURPOSES.

IN THE EVENT OF ANY CONFLICTS BETWEEN THIS MANUAL AND THE APPLICABLE LAW, TH
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The symbols that may Heund in this document are defined as follows.

Symbol Description

I:Iﬂ Provides additional information to emphasize or supplem
NOTE important points of the main text.

Indicates a potentially hazardous situation, which if not avoig
could result in equipment damage, data loss, performan
degradation, or unexpected results.

"2 \ WARNING

Indicates a hazard with a high level of risk, which if not avoided
result in death or serious injury.
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Safety Instructions

Proper configuration of all passwords and atlsecurity settings is the responsibility of the
installer and/or enduser.

In the use of the product, you must be in strict compliance with the electrical safety
regulations of the nation and region. Please refer to technical specifications for detailed
information.

Input voltage should meet both the SELV (Safety Extra Low Voltage) and the Limited Power
Source with 12 VDC according to the IEC6@9Standard. Please refer to technical
specifications for detailed information.

Do not connect several devicesone power adapter as adapter overload may cause
over-heating or a fire hazard.

Please make sure that the plug is firmly connected to the power socket.

If smoke, odor or noise rise from the device, turn off the power at once and unplug the power
cable,and then please contact the service center.

Preventive and Cautionary Tips

Before connecting and operating your device, please be advised of the following tips:

Ensure unit is installed in a wekntilated, dustfree environment.
Unit is designed foindoor use only.

Keep all liquids away from the device.

Ensure environmental conditions meet factory specifications.

Ensure unit is properly secured to a rack or shelf. Major shocks or jolts to the unit as a result of
dropping it may cause damage to thensdive electronics within the unit.

Use the device in conjunction with an UPS if possible.
Power down the unit before connecting and disconnecting accessories and peripherals.
A factory recommended HDD should be used for this device.

Improper use or repleement of the battery may result in hazard of explosion. Replace with
the same or equivalent type only. Dispose of used batteries according to the instructions
provided by the battery manufacturer.
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Chapter 1Appearance

Front Panel
The front panel of panic1 alarm master station is shown below. ]
(I A
0 @ ®
P © ® ©:
L@ ® i
RONNCANCE
) \ y,
4 5 6 7 8 9
Front Panel

Camponent Description

No. Name Description
1 Handset For panic /consulting call
2 Screen 7inch colorTFT LCD
3 Keypad Dialing keypad, call the device by entering device 1D
4 Power Indicator Solid blue when the master station is powered on
5 Alarm Indicator FIas_hmg blue when alarm is triggered or the master station is answe
panic call.
6 Exception Indicator Flshing red when exception occurs.
7 Broadcast button Starting/Ending broadcast
8 Call/Ringoff Button Calling alarm device or ringiudf
9 gstrtlgrs]free/Answer Entering handdree mode or answeringanic/consulting cal
Rear Panel

The rear panel of master station is shown below.

12VDC

Rear Panel

Rear Panel Component Description

No. Component Description
1 Power Interface Connect to 12 VDC power supply
2 Network Interface Connect wired network
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Chapter 2Activaton

You are required to activate the control panel first before you can use the control panel.
Local activation, activation via SADP, and activation via client software are supported.

2.1 Activating Locally

You can activate the device when you accessdivice for the first time.
Step 1Power the master station on to enter the activation page.

Device Activation

Please input new password.

Please confirm the password.

Password length: 8 to 16 characters.

OK

Step 2Create a password and input the password in the password field, and confirm the password.

A STRONGASSWORRECOMMENDEDNe highly recommend you create a stropgssword of your own
choosing (using a minimum of 8 characters, including upper case letters, lower case letters, numbers, and|special
characters) in order to increase the security of your product. And we recommend you reset your password regularly,
espedlly in the high security system, resetting the password monthly or weekly can better protect your product.

2.2 Activating via SADP Software

SADP software is used for detecting the online device, activating the device, and resetting the password.

Get the SADBoftware from the supplied disk or the official website, and install the SADP according to the prompts. Follow the
steps to activate the control panel

Steps:

1. Runthe SADP software to search the online devices.

2. Check the device status from the device, letd select an inactive device.




Panic Alarm Master StationUser Manual

6 Bl - I Activate the Device

01 =] Device Type | Security | 1Pvd iddress | Port | Software Version | 1Pvd Gatewsy | HTTP Port | Device Serial No.

You can modify the netwark parameters after

the device activation.

« »

3. Create a password and input the password in the password field, and confirm the password.

A STRONGASSWORIRECOMMENDEDWe highly recommend you create a strong password of your gwn
choosing (using a minimum of éaracters, including upper case letters, lower case letters, numbers, and special
characters) in order to increase the security of your product. And we recommend you reset your password regularly,
especially in the high security system, resetting thewysass monthly or weekly can better protect your product.

»

ClickActivateto activate the device.
5.  Check the activated device. You can change the device IP address to the same network segment with your computer by either
modifying the IP address manuallyarecking the checkbox of Enable DHCP.

I Modify Network Parameters

Enable DHCP

Device Serial No.:

IP Address:

Port:  gpop

Subnet Mask:
Gateway:
1Pv6 Address: |,
IPV6 Gateway: .,
IPv6 Prefix Length: | g

HTTP Port: g

Admin Password:

Forgot Password

6. Input the password and click tidodify button to activate your IP address modification.

2.3 Activating via Client Software

The client software is versatile video management software for multiple kinds of devices.

Get the client software from the supplied disk or the official website, and install the software according to the prompts.tRellow
steps to activate the control panel.

Steps:
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1. Run the client software and the control panel of the software pops up, as shotla figure below.

File System View Tool Help 42l Guarding Expert aomin @ 88 B8 222603 | & |- |o -}

== ControlPanel |

Operation and Control

Selecting Modules

H ShowingHiding modules.

Maintenance and Management

D anagement Event Management = storage Schedule
A diting and deleting the Gonfiguring the alarm, exception ML) configuring the storage schedule and
d nd groups. rs and the linkage actions for 2 related parameters

the devices.
H Account Management IE] Log search System Configuration
L Adding, delsting users and assigning I Searching, viewing and backing up Configuring general parameters
ﬁ the permissions. local and remote logs

n

Click theDevice Managemento enter the Device Management interface.

& .. @ * coaam

3. Check the device status from the device list, and select an inactive device.

Online Device (19) +_* Refresh Every 60s
4+ Addto Client = Add All Modify Metinfo Reset Password Q Activate Filter
P Device Type Firmware Version Security Server Port Device Serial No. | Start Tit ~
1920064 Active 8000 . 2017-01
192168.1.64 8000 2017-01 —
O
4 v

ok

Click theActivate button to pop up the Activation interface.
In the popup window, crate a password in the password field, and confirm the password.

* A\STRON®ASSWORRECOMMENDEMe highly recommend you create a strong password of your own cha

(using a minimum of 8 characters, including upper case letters, lower case latierbers, and special characters)
order to increase the security of your product. And we recommend you reset your password regularly, especially i
security system, resetting the password monthly or weekly can better protect your product.

osing
n
n the high

6. Clikk OKbutton to acti

User Mame: admin

Password:

Valid password range [8-16]. You can
use a combination of numbers,
lowercase, uppercase and special
character for your password with at least
two kinds of them contained.

Confirm Password:

Enable Guarding Vision

vate

7. Click theModify Netinfor button to pop up the Network Parameter Modification interface.
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Modify Network Parameter x

Device Information:

MAC Address: Copy
Software Version. Copy
Device Serial No - Copy
Network Information

DHCP
Port 3000

+ IPvd(DontSave)

IP Address: 10.16.1.251

Subnet Mask: 255.255.255.0

Gateway. 10.16.1.254
IPvG(Don't Save)

Password: esenneee

8. Change the device IP address to the same network segment with your computer by either modifying the IP address manually.
Input the password iad click theOKbutton to save the settings.
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Chapter 3.ocal Configuration

You are required to activate the control panel first before you can use the control panel. Refer to Chapter 3 Activettailfor

3.1 Network Settings

You are required to edit the network parameters after the device being activated.

Step 1Press. on the main page, angressProject
Step 2Enter the project password.

X

Enter the project password

(Tilnore

You need to enter the project password for configuring for some of the local configurations. The default project
password i888999

You can change the project passwordRmojectPasswordSettings.

A DANGER

The default password is only for the first login. Yae aequired to change your password
immediately after login.

Device General Froject System
Sip Settings >
Network Settings >
Password Settings >

Step 3PresdNetwork Settingsand alit the device IP addresgateway, and mask on the page.
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Step 4PressOK to conform the settings.

< Network Settings OK
Local IP 10.7.162.112
Subnet Mask 265.255.255.0|
Gateway Enter the gateway address.

[linore

The default IP address for the master statio92.0.0.64

3.2 SIPand Master Station ID Settings

Configure the SIP server &hieve normal communication between device and master station or between master stations.
Set the master station ID, and you can call the master station by entering the set ID.
Steps:

Step 1Press onthe main page, angressProject

Step 2Enter the project password.

NOTE

You need to enter the project password for configuring for some of the local configurattomsleTault project
password i888999

You can change the project passwordRmojectPasswordSettings.

/_* \ DANGER

The default password is only for the first login. You are required to change your password
immediately after login.

Device General Froject System
Sip Settings >
Network Settings >
Password Settings >

Step 3PressSIP Settingso enter the configuration page.
Step 4Edit the SIP parameters, such as SIP server IP address, port No.,gta&terD, location, and registration period.
NOTE

SlPserver IP address: the master station can be used as SIP server. The IP address of a SIP server can be the IP address of
master station.

DefaultSIPserver port No.5065
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Registration Period: Time irmeal of device registering to the SIP server continuously.

< Sip Settings OK
Address type IP Addr >
IP Addr 10.7.162.112
Port No. 5065
Device ID 0
Device Location ¥

Register Period(min) 10

3.3Device Management

You can add security control device and master station to a master station.

|. Security Control Device Management

PressDevice ManagemergDeviceto view the devices connected to the master station.

PressGroup to enter the device group management page. You can classify the connected device by grouping and manage the
added groups.

You can add security control devilmethe master station via clig¢rsoftware.

Add the IP address of the master statianthe security control device on theemote Configuratiorinterface. The master station
displays the related security control device on fhevicepage.

Device General Froject System

Group Device Master Station

—|_ All Devices groupi group?2
Num: 2 Num: 2 Num: 1
group3
Num: 1

Il. Master station management

PresDeviceManagementMaster Stationto view other connected master stations.
PressGroupto enter the device group management page. You can classify the connected master stations by grouping and manage
the added groups.




Panic Alarm Master StationUser Manual

You can add a master station to another magttion via client software.
Add the IP address of the master station to another onRieenote Configurationnterface. The master station displays the related
master station on thdevicepage.

3.4 Audio Settings

You can set the call ringtoneglume, and ky tone on the audio settings page.
Step 1PressGeneral to enter general settings page.

Device General Froject System
Audio Settings
Call Ringtone call_ringtone1 >
Volume >
Key Sound
Time Settings
NTP Close »

{ar

Step 2Pressand select the Call Ringtone
Step 3PressvVolume to set the volume of microphone and loudspeaker.

Step 4Swipe the block() to enable/disable thenaster station key tone.

3.5Passwordsettings

The project password is for project management such as network configuration, station ID settings and location information. Y
can set the project password for the master station

Step 1PressProjectPassword Settings to enter the interface.

< Password Settings OK
Old Password Numeric (6 Characters)
New Password Numeric (6 Characters)
Confirm Numeric (6 Characters)

Step 2Enterthe old password and new password.
Step 3Confirm the new password ampiessOK.

NOTE
The default project password 88999

/2 \ DANGER

The default password is only fdhe first login. You are required to change your password
immediately after login.
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3.6 System Maintenance

Youcan enter the screen clearing mode, view the station information, reboot the device, and restore default parameters.
Step 1PressSystem to enter the system maintenance page.

Device General Froject System

Device Info >

Clear Screen

Step 2Swipe th(oblock to enter screen clearing mode.
Hold the Broadcast button to exit the mode.

[:B:I NOTE

The device will exit the screen clearing mode automatically 10 minutes after entering the mode.
Step 3PresDevice Restarto Reboot the device.

3.7 Restore Defaut Settings

Steps:

Step 1PressSystemDefault Settings to enter thRestore Default Settingpage.
Step 2PressRestore Default Parameter® get the popup window.

Step 3Pres0Kto start.

10



Panic Alarm Master StationUser Manual

Restore Defaults

Restore?

Cancel

I::B:I NOTE

Network parameters and user information cannot be restored through this operation.
You need to reboot thelevice after restoring.

3.8NTP

Sstfef); :1PressGeneralTime SettingdNTPto enter the NTP Interface.
< NTP OK
Enable NTP O
Server Addr 0.0.0.0
Interval(min) 60
Server Port No. 123
Time Zone (GMT+08:00) Beijing, Urumgqi, Singapore }

Step 2Swipe the block to enable/disable NTP function.
Step 3Enter NTP parameters such as server IP address, Port No., and time zone.

[:B:I NOTE

The default port No. is 123.

11
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Chapter 4_ocalOperation

Calling Security Control Device

Enter the ID of security control device or master station on the calling page of master stationl to call a device.

NOTE
The Max. length of ID is 6 characters.

Covert Panic STA 00:01:22 8

Receiving Panic Help or Consultation

Master station can handle the calls of up to 4 devices at the same time.

Pole Station
haig
103

Panic Station 10.7.162.201

© HangZhou

10.7.162.200

to answer the call.

Press

12
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to hang up the call.

-

Press to forward the call.

Broadcast

Press.] on the home page of the master station to enter the broadcast page.

Selecta group, and press the broadcast button on the right side to do broadcast for all devices in this group.
PressStart Tempradio to start broadcast to the selected devices.

All Devices(2) v

group1(2) o

Covert Pa... 229229

group2(1) ~

group3(1) e Click the button to end broadcast.

Start Temp-radio

Monitoring Security Control Device

You can view alarm video on the connected sigwontrol device.

Step 1Press@ on the home page to enter the group page.

13
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All Devices
Num: 2

Step 2Select a group, and enter the device list in the group.

<

1D Name

AEQuNEIEY Master STA

groupi
Num: 2

[ 229229 Covert Panic STA

group1

10.7.165.229

Step 3Select a device to enter the video monitoring page.

Record Query

You can search for alarm record and consultation records.

Press to enter the records query page.

2018/04/18 22:08
2018/04/18 21:52
2018/04/18 21:49
2018/04/18 21:30
2018/04/18 21:09

2018/04/18 21:04

{at

1D:229229
1D:229229
1D:229229
1D:229229
1D:229229

1D:229229

[

Consultation

[Overtime]229 Accident
[Overtime]229 Accident
[Overtime]229 Accident
[Overtime]229 Accident
[Overtime]229 Accident

[Overtime]229 Accident

'

Group Name Q

229 Traffic Accident

group3
Num: 1

Device Info

ID/Addr/CallType

Q

14
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Chapter SRemote Configuration

For properly running the system, set a login password to activate the panic alarm station before the first use.
You can activate the device via SADP or client software.
The fatory settings are show as follows.

IP address: 192.0.046
Port No.: 8000
Admin User Nameadmin

5.1 Device Management

Purpose:
In this section, you are able to configure or view the basic parameters (such as the system information, alarm inforetat@f, n
data, device status and so on) of the device.

5.1.1 Add a Device

Steps:
1. Click the & icon on the control panel to enter the Device Management interface and clicBéheertab.
2. ClickAdd New Device Typen the Organization list and seleBecurity Control Panel

3. ClickOKto save the settings, and the added security control panel type is displayed on the Organization list.

ry

Help iVMS-4200 anna @& & §

=
€2 Device Management

r & Group
G Device for Management (1)
88 Encoding Device/Door Station Add Device Modit Remove Remote Configuration Activation Refresh All Fiter
@ Security Control Panel Nickname P Device Serial No. Security Net Status Refresh
r Add New Device Type x
Select Device Type for the Client
+ Encoding Device/Door Station Storage Senver
Stream Media Senver Decoding Device
Cascading Server Transcoder
Hik Cloud P2P Device + Security Gontrol Pane!
Indoor Station/Master Station
q
oK Caneel Eiler
- 7 Start Time Added

»

ClickSecurity Control Panednd clickAdd Deviceto add the device to the management list of the software.

5. You can add the active online devices in the same local subnet with the client software, or select the adding mode by
IP/Domain Name, by IP segment, by IP Server, or by HIDDNS, and configure the corresponding settings for the device. Take
IP/Domain Nameasan example.

15
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Adding Mode
@ IP/Domain Name IP Segment IP Server HIDDNS
Mickname: [| |
Address:
Port: 8000
User Mame: admin
Password: asssssasee

~ Exportto Group

Setthe device name as the group name and add all the channels
connected to the device to the group.

Add Cancel

6. Input the required information.
Nickname:Edit a name for the device as you want.
AddressL y LJddzi G KS RSGAOSQa Lt | RRNBaa 2NJ R2YIFAY ylIYSo
Port: Input the device port number. The default valug300
User Nameinput the device user name.
Password:Input the device password.
7. Optionally, you can check the checkld®xport to Groupto create a group by the device name. All channels and alarm inputs
of the device will be imported to the corresponding group by default.
8. ClickAddto add the devie.

5.1.2 Edit aDevice

Purpose:

You can edit the device information in this section, including the device name, address and port number.
Steps:

1. OntheDevice Managemeninterface, click and select a control panel in the device list.

2. Click on theModify button on the upper side of the list to enter the device modify interface.

Modify x

Adding Mode:
@) |P /Domain Name HIDDNS

Nickname: ]

Address: 10.14.2.252

Port: 8000

User Name: admin

Password: esssccssee

Modify Cancel

3. Enter the required nick name, address, and port number and then enter the admin username and password.
4. ClickModify to save the changes.

5.1.3 Delete a Device

Select device from thest, clickDelete, and then you can delete the information of the selected device.

16
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5.1.4 Status

ClickRemote Configuration > Status view status of the partition, zone, trigger, siren ,and storage battery.

Partiion System | Status of Guard
Partition Syste... Away Arming
Partition Syste.. Disabled
Partition Syste... Disabled
Partition Syste... Disabled
Partition Syste.. Disabled
Partition Syste... Disabled
Partition Syste... Disabled

Partition Syste... Disabled

Refresh

5.2Remote Configurations

Purpose:
In this section, yoare able to configure device parameters remotely.
Click theRemote Configuratiorbutton to enter the interface.

Basic Information

Device Type: XO00COO00OO000M Local RS-485 Number. 0

Local Zone Number: 3 Extended RS-485 Mumber: 0
Extended Zone Number: 0 Sub-system Number. 0
Local Trigger Number: 1 Public Sub-system Num_.. 0
Extended Trigger Number: 0 Keyboard Number: 0
Local Sensor Number: 0 Global Keyboard Number: 0
Extended Sensor Number: 0 Analog Camera Number: 1
Siren Number: 1 Network User Number: 1

Electric Lock Number: 1 Mobile Gate Mumber. 0

Alarm Lamp Number: 1

Device Serial No.:

Version Information

Firmware Version: V1.1.1 build 170808

Hardware Version: 0x601

5.2.1System Information Settings

Purpose:

In this section, you can configure the system parameters (such as time, log, user, security,nsgstnance
and so on) for the device.

17
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Basic Information

Device Type:

Local Zone Number:
Extended Zone Number:
Local Trigger Number:
Extended Trigger Number:
Local Sensor Number:
Extended Sensor Number:
Siren Number:

Electric Lock Number:
Alarm Lamp Number:

Device Serial No.:

Version Information

Firmware Version:

Hardware Version:

General Settings
Steps:

Local RS-485 Mumber:
Extended R5-485 Number:
Sub-system Number
Public Sub-system Num._
Keyboard Number

Global Keyboard Number.
Analog Camera Number
Network User Number

Mobile Gate Number.

V111 build 170808

0x601

1. ClickRemote Configuration > System > Genei@knter the general parameters configuration interface.

Device Information

Device Name: XCOOO0000X
Device No.: 255
Overwrite Record Files: Yes v

Save

2. Input the device name and device number.
3.  Click the drop down menu to select whethteroverwrite the record files.
4. ClickSaveto save the settings.

Timing Settings

Purpose:

Before you start configuring the security control panel, you need to do timing for the device first.
Steps:

1. ClickRemote Configuration > System > Tingeenter the time configuration interface.

18





















