Keypad 3-Step Simple Programming

Step 1. Activate alarm Panel

o

Power the Alarm Panel and wait until the keypad

. Enter the user password:
auto-enrolled. You will see the keypad enrolled B
successfully as the picture 1;

Press default admin code which is last 6 number of o
; ' 2024/06/05
the alarm panel series number, and then press @ Bl

you will enter activation mode, as picture 2;

Enter the admin password and re-enter the

password for confirmation to activate the alarm system. Please note, this password
should contain character and number, and is used for login to the webpage of alarm
panel to do the advanced setting

Step 2, Changing/Adding User code

You can add Operator via Keypad:

Enter Setting Mode by pressing default admin code and then press Q;

Choose User Management, then Press #(OK);

Choose Add User, then press #(OK);

Enter user name, then press #(OK);

Enter user code twice to confirm. Up to 46 Operator User can be added.
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Step 3. Changing Time and Date

1. Enter Setting Mode;

Press v ninth to Choose Date & Time, then Press #(OK);

2
3. Choose Date, then press #(OK);
4. Enter the correct Date, then press #(OK) to confirm;
5. Choose Time, then press #(OK);
6. Enter the correct Time, then press #(OK) to confirm



Enroll Alarm Panel to Hik-Partner Pro

©

Step 1. Download Hik-Partner Pro

Go to appstore.hikvision.com to download Hik-Partner Pro, or you can

also download it from APP store. m

Step 2, Check Network Connection

You can check alarm panel’s network connection via Keypad:

1. Enter Setting Mode by pressing admin code and then press Q ;
2. Press v to Choose Network Management, then Press #(OK);

3. Press v to Choose Cloud, then Press #(OK);

4. Make sure Register to Hik-connect function is ON; Make sure Hik-Connect
Connection Status is Online.

Step 3. Add Alarm Panel to Hik-Partner Pro Account
1. Enter Setting Mode by pressing admin code and then press Q ;
2. Press v to Choose Network Management, then Press #(OK);
3. Press v to Choose Cloud, then Press #(OK);

4. Press v to Choose QR Code, then Press #(OK); You will see a QR code as

picture showing.

5. Use your Hik-partner Pro to scan the QR Code to enroll the panel to Hik-partner
Pro.



Configuration Q&A

1. Add Local User and user code
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2. Enable Force Arming
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3. System Check
Fault Check

Press Admin Code, then press Q to enter the fault check mode. You can

check the system fault here. Arm and Disarm the system once to refresh the

fault check.
Test User code

Type in the User code, then press the @ to arm the system, or press @ to

disarm the system. Test all of the user code to make sure system work.

System Test



Arm the system, then trigger the sensor, make sure the sirens and strobe go
off after the system triggered.
- Is the sensor sensitive? If note, check the wiring, the resistor and make
sure it is correctly installed in good position;
- The indoor siren and outdoor Strobe should go off all the time until the
system disarmed;
- The outdoor siren will go off for 5 minutes based on Australia regular

requirement.

4. Details of Pre-Programmed Firmware

The Hillook Alarm Kit comes with a Pre-Programmed Firmware.

- 8 on-board zone has been programmed;

ZONE1 | ZONE2 | ZONE3 | ZONE4 | ZONE5 | ZONE6 | ZONE7 | ZONES8

EOL Type DEOL DEOL DEOL DEOL DEOL DEOL DEOL DEOL

Zone Type Delay Instant Instant Instant Instant | Instant Instant Delay

Delay Time 60s / / / / / / 60s

- 2 PGM interface has been programmed;

Linkage Event Activation Mode Pulse Duration

PGM1 ALARM PULSE 300S

PGM2 ALARM LATCH /




5. Wiring of Bosch PIR Sensor

Normally put resistor in series
so tamper is part of alarm
contact circuit
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Wiring Bosch sensor as picture showing, the resistor value should be 2.2k;
Select Zone Type and choose SEOL for Wiring Mode if you use Bosch or Other

3rd-party PIRs

6. Add Wired PIRs

Select Zone Type and choose DEOL for Wiring Mode if you use Hilook or

Hikvision PIRs
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7. Add Key tag or Key fob for User
Key Tag or Key Fob can be enrolled to the alarm system via keypad for
convenient system control.
You can enroll Key fob or Key tag via Keypad:

- @ Enter Setting Mode; @ Press L= ninth to Choose Tag Management
or Keyfob Management, then Press #(OK); ® Choose Add Tag or Add
Keyfob, then press #(OK); @ Swipe the tag on the keypad or Press any
key of Keyfob to enroll; ® Enter the name of Keyfob/Tag, then press #(OK)
to enroll the devices.

You can Link Key fob or Key tag via Keypad with specific user:

- (@ Enter Setting Mode; @ Press L= ninth to Choose Tag Management

or Keyfob Management, then Press #(OK); 3® Choose specific Tag or Add

Keyfob, then press #(OK); @Choose Linked User, then Press #(OK); ®



Choose specific user, then press #(OK) to Link the user with the

Keyfob/Tag.

8. Setup Dual Zone

Enable the Dual Zone function on PIR setting page and wire two PIRs follow

the below Diagram.

Z Settings

For the first PIR, the EOL must be single 2.2K, and the second one is single 8.2K. (Note. EOL
can be wired into the circuit or use the on-board|Alarm EOL)
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9. Share Panel to Hik-Connect (Hand Over by Transferring)
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10. Share Panel to Hik-Connect (Hand Over by Sharing)

Hand Over by Sharing is share to Hik-Connect Operator Account.

15:26
<
°

© & AxHver

© sharing

Select Handover Method x

1 o
ind over devices

and configurat

completed. Select the methad to
t0 your customer

Hand Over by Transferring @

Hand Over by Sharing @

@ Customer's Permissions

© Al Device Permissions

15:26

<

@ Your Permis:

T

(
2 3

ID PRO ~

B Axuvoro pro

Configuration

Next

sions.

wacm 15:26

A

&)

@

-

g Hand Over

“Customer Administrator

| Have All Device Permissions

Hand Over via QR Code.

& Hand Over via Phone/Email

4G -

OK
Reject Agree
—

15:2749 G W

< Device Handover Application

@ v vrn v st pemasns to contam y

Hikvision
(Service Provider )

Permissian and Vatdly beriod e

% B oo

4 Authorized.
You can edit or cancel permissions |
later in the device details page in
“Service” -> “Authorized Devices"
f you have any questions, contact
your Service provider for help.

OK






